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POLITICA DE PROTEGAO DE DADOS
Versdo: 10.05

INTRODUGAO

Esta Politica tem como objetivo definir as diretrizes de Protegdo de Dados Pessoais, visando garantir
a privacidade e proteg¢ao dos dados de terceiros que a WeConnect Team Tecnologia Ltda colete, trate
ou armazene.

OBJETIVO

O objetivo da Protegdo de Dados na WECONNECT é garantir a gestao sistematica e efetiva de todos
os aspectos relacionados a protegcao de dados pessoais e dos direitos dos seus titulares, provendo
suporte as operagdes criticas do negdcio, minimizando riscos identificados e seus eventuais
impactos na organizagao.

A Diretoria Executiva e o Comité Gestor de Protecdo de Dados Pessoais estdo comprometidos com
uma gestao efetiva da Protecdo de Dados Pessoais na WECONNECT.

Desta forma, adotam todas as medidas cabiveis para garantir que esta Politica seja adequadamente
comunicada, entendida e seguida em todos os niveis da organizagdo. Revisbes periodicas serdao
realizadas para garantir sua continua pertinéncia e adequagao as necessidades da WECONNECT.

CONCEITOS

3.1 DPO (“Data Protection Officer”): pessoa que, na WECONNECT, é responsavel por coordenar a
conformidade com a Politica de Protecdo de Dados e requisitos legais/regulamentares locais
aplicaveis, também, atuara como o canal com os Titulares dos Dados e a Autoridade Nacional
de Protecao de Dados;

3.2 Controlador de Dados: pessoa natural ou juridica, de direito publico ou privado, a quem
competem as decisdes referentes ao tratamento de dados pessoais;

3.3 Operador de Dados: pessoa natural ou juridica, de direito publico ou privado, que realiza o
tratamento de Dados Pessoais em nome do Controlador de Dados;

3.4 Autoridade Nacional de Protecao de Dados ou ANPD: é um 6rgao da administragao publica
nacional responsavel por zelar, implementar e fiscalizar o cumprimento da Lei Geral de Protegao
de Dados em todo o territorio brasileiro;

3.5 Titular dos Dados: qualquer pessoa natural a quem se referem os dados pessoais que sédo
objetos de tratamento;

3.6 Dados Pessoais: quaisquer dados relacionados a um individuo (pessoa natural) que possa o
identificar ou torna-lo identificavel;

3.7 Dados Sensiveis: 0os dados pessoais sobre origem racial ou étnica, convicgao religiosa, opinidao
politica, filiagdo a sindicato ou a organizagao de carater religioso, filoséfico ou politico, dado
referente a salde ou a vida sexual, dado genético ou biométrico, quando vinculado a uma pessoa
natural;
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3.8

3.9

Tratamento: qualquer agao realizada com dados pessoais, como as que se referem a coleta,
producao, recepgao, classificagao, utilizagao, acesso, reprodugao, transmissao, distribuicao,
arquivamento, armazenamento, eliminagao, avaliagdo ou controle da informagéo, modificagao,
comunicagao, transferéncia, difusdo ou extragao;

LGPD: Lei Geral de Protegao de Dados Pessoais, Lei no 13.709 de 14 de agosto de 2018;

3.10 Comité de Gestao de Protecido de Dados Pessoais (CGPDP): grupo multidisciplinar responsavel

por acompanhar a legislacao pertinente a prote¢ao dos dados, propor melhorias e atualizagoes
nas normas e politicas e implementar diretrizes relacionadas a protecdo de dados na
WECONNECT.

4. REGRAS

3.1

3.2

AGENTES DE TRATAMENTO DE DADOS PESSOAIS

Os agentes de tratamento de dados pessoais incluem o Controlador, a quem competem as
decisOes referentes ao tratamento de dados pessoais, e o Operador, que realiza o tratamento de
dados pessoais em nome do controlador.

A WECONNECT é caracterizada como controlador quanto por exemplo tratamos dados pessoais
referentes a operagdo das empresas da WECONNECT, como informagdes pessoais de
colaboradores e candidatos. Neste caso, serdo observadas todas as diretrizes estabelecidas
nesta Politica, e demais normas ou procedimentos adotados pela WECONNECT.

A WECONNECT é caracterizada como Operador quando, por exemplo, tratamos dados pessoais
em nome dos nossos clientes que contratam as solugoes da WECONNECT. Neste caso, o
tratamento de dados pessoais sera realizado segundo as instru¢des fornecidas por nossos
clientes (Controlador), conforme previsto em lei.

DIRETRIZES DE PROTEGAO DE DADOS PESSOAIS

Para enderecar todo o esforgo e manutengao necessaria para a Prote¢do de Dados Pessoais, a
WECONNECT estabelece as seguintes diretrizes:

3.2.1 Garantir ao titular a escolha de permitir ou ndo o tratamento de seus dados pessoais,
excetuando-se casos em que a lei aplicavel permitir especificamente o processamento
de dados pessoais sem o consentimento do titular;

3.2.2 Garantir que o objetivo do tratamento de dados pessoais esteja em conformidade com a
legislagao vigente e de acordo com uma base legal permitida;

3.2.3 Comunicar, de forma clara e adequadamente adaptada as circunstancias, o tratamento
de dados pessoais ao titular, antes do momento em que os dados sao coletados ou
usados pela primeira vez para um novo proposito;

3.2.4 Sempre que necessario, fornecer ao titular explicagdes suficientes sobre o tratamento de
seus dados pessoais, conforme previsto na legislacao vigente;

3.2.5 Limitar a coleta de dados pessoais estritamente ao que é permitido de acordo com a
legislagao vigente, e os objetivos previamente informados ao titular dos dados pessoais,
minimizando, onde possivel, a coleta dos referidos dados pessoais;

3.2.6 Limitar o uso, retengao, divulgacao e transferéncia de dados pessoais ao necessario para
cumprir com objetivos especificos, explicitos e legitimos;

3.2.7 Reter dados pessoais apenas pelo tempo necessario para cumprir os propdsitos
declarados e, posteriormente, destrui-los, bloquea-los ou anonimiza-los com seguranga;
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3.3

3.2.8 Bloquear o acesso a dados pessoais e nao realizar mais nenhum tratamento quando os
propositos declarados expirarem, mas a retengdo dos dados pessoais for exigida pela
legislagao vigente;

3.2.9 Garantir a precisado e qualidade dos dados pessoais tratados, excetuando-se casos em
que exista uma base legal para manter dados desatualizados;

3.2.10 Fornecer aos titulares dos dados pessoais tratados, informagdes claras e facilmente
acessiveis sobre as Politicas, Procedimentos e praticas com relagao ao tratamento de
dados pessoais realizado pela organizagao, incluindo quais dados sdo efetivamente
tratados, a finalidade desse tratamento e informagdes sobre como entrar em contato
para obter maiores detalhes;

3.2.11 Notificar titulares quando ocorrerem alteragdes significativas no tratamento dos seus
dados pessoais;

3.2.12 Garantir que titulares tenham a possibilidade de acessar e revisar seus dados pessoais,
desde que sua identidade seja autenticada com um nivel apropriado de garantia, e que
nao exista nenhuma restrigao legal a esse acesso ou a revisao dos dados pessoais.

3.2.13 Garantir a rastreabilidade e prestacao de contas durante todo o tratamento de dados
pessoais, incluindo quando dados pessoais foram compartilhados com terceiros;

3.2.14 Tratar integralmente violagbes de dados, garantindo que sejam adequadamente
registradas, classificadas, investigadas, corrigidas e documentadas;

3.2.15 Garantir que, na ocorréncia de uma violagado de dados, todas as partes interessadas serao
notificadas, conforme requisitos e prazos previstos na legislagao vigente;

3.2.16 Documentar e comunicar, conforme apropriado, todas as Politicas, Procedimentos e
praticas relacionadas a privacidade e prote¢ao de dados;

3.2.17 Garantir a existéncia de um responsavel por documentar, implementar e comunicar
Politicas, Procedimentos e praticas relacionadas a privacidade e prote¢éo de dados;

3.2.18 Adotar controles de seguranga da informagao, tanto técnicos quanto administrativos,
suficientes para garantir niveis de protecao adequados para Dados Pessoais;

3.2.19 Disponibilizar Politicas, Normas e Procedimentos para prote¢cao de dados pessoais a
todas as partes interessadas e autorizadas, tais como: colaboradores, terceiros
contratados e, onde pertinente, clientes;

3.2.20 Garantir a educacgao e conscientizagdo de colaboradores, terceiros contratados e, onde
pertinente, parceiros e clientes, sobre as praticas de protegdo de dados pessoais
adotadas pela WECONNECT;

3.2.21 Melhorar continuamente a Gestao de Prote¢do de Dados Pessoais através da definigdo
e revisao sistematica de objetivos de privacidade e prote¢ao de dados pessoais em todos
os niveis da organizacao;

3.2.22 Garantir a ndo discriminagado no tratamento de dados pessoais, impossibilitando que
sejam usados para fins discriminatérios, ilicitos ou abusivos;

3.2.23 Garantir a conformidade integral com leis e regulamentagbes de prote¢cdao de Dados
Pessoais.

GESTAO DE PROTEGAO DE DADOS PESSOAIS

Para manter um nivel satisfatorio de protecdo de dados pessoais, constitui-se o Comité de
Gestao de Protecao de Dados Pessoais (CGPDP), cujas responsabilidades e &mbito de atuagdo
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3.4

3.5

3.6

sao descritas em normas especificas.

A Diretoria de Tecnologia é a responsavel por aprovar as Politicas relacionadas ao tema de
protecdo de dados pessoais, a equipe do departamento de Seguranca da Informagéo e de
Infraestrutura s@o responsdaveis por acompanhar as melhores praticas e garantir que as
implementagdes sistémicas estejam alinhadas com os parametros legais, propor novas praticas
de seguranca e sugerir atualizagdes a Politica de Seguranga de Protecao de Dados.

PENALIDADES

As violagdes desta Politica, mesmo que por mera omissao ou tentativa ndo consumada, bem
como demais Normas e Procedimentos de Protecdo de Dados Pessoais, serdo passiveis de
penalidades que incluem adverténcia verbal, adverténcia por escrito, suspensao nao remunerada
e a demissao por justa causa.

A aplicacdo de sang¢des e puni¢cdes quando ocorrer a violagdo desta Politica, sera realizada
considerando a gravidade da infragao, efeito alcangado, recorréncia e as hipdteses previstas no
artigo 482 da Consolidacao das Leis do Trabalho, podendo o CGPDP, no uso do poder disciplinar
que lhe é atribuido, sugerir a pena que entender cabivel quando tipificada a falta grave, (justa
causa).

No caso de terceiros contratados ou prestadores de servigo, o CGPDP deve analisar o incidente
e apresentar a Diretoria que deliberara sobre a efetivagao das sangdes e puni¢gées conforme
termos previstos em contrato e na legislagao aplicavel.

Para o caso de violagdes de que impliquem em atividades ilegais, ou que possam incorrer em
riscos aos titulares de dados pessoais, ou danos a WECONNECT, o infrator sera
responsabilizado pelos danos, cabendo aplicacdo das medidas judiciais pertinentes sem
prejuizo aos termos supracitados.

REVISOES DO DOCUMENTO

Esta Politica deve ser revisada com periodicidade anual ou conforme o entendimento e decisao
do Comité de Gestao de Protegdo de Dados Pessoais.

APLICAGAO DA POLITICA

Esta Politica aplica-se a quaisquer operacoes de tratamento de dados pessoais realizada pela
WECONNECT, independentemente do meio ou do pais onde estejam localizados os dados,
desde que:

e A operagao de tratamento seja realizada em territério brasileiro;

e Tenha por objetivo a oferta ou o fornecimento de bens ou servigos ou o tratamento de dados
de individuos localizados no territério nacional;

e Os dados pessoais, objeto do tratamento, tenham sido coletados no territério nacional.

5. RESPONSABILIDADES

As responsabilidades estado descritas no item 4 — Regras.
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6. RESPONSAVEL

Diretoria Executiva.

7. DISTRIBUIGAO

Todas as unidades de negécios, sécio(s), colaboradores, prestadores de servigos, parceiros e
fornecedores da WECONNECT.
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